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Energy assurance framework
1. Assess performance for one scenario

Assess 
performance

Determine 
effects

Event-Driven       
Scenario Conditions

Installation System 
Architecture

Base capabilities
Reduced or compromised 
during scenario

Energy Requirements
• Mission functions on base
• Other base activities Collect and document 

for all scenarios

Outcomes
• Mission Impact
• Increased costs

Key metrics
• Amount of power
• Power quality
• Restoration time
• Outage cost 
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Energy assurance framework
2. Assess performance across scenarios

Scenario n 
Outcomes

• Loss of mission f
Scenario 2 
Outcomes

• Loss of mission 
functions

Scenario 1 
Outcomes

• Mission Impact
• Increased Costs

Document and Accept 
Residual Risks

• Informed risk acceptance
• Revisit on regular basis

Implement Selected 
Solution Option(s)

• Materiel investments
• Response plan updates
• Training investments
• Etc.

Identify and Analyze 
Solution Options

• Close capability gaps
• Reduce cost of disruption

Evaluate Base 
Energy Assurance

• Overall capability gaps
• Reliability / Resilience / Robustness



12 hours 3-5 Days 2 Weeks 1 Month 3 Months

Base E1 E4

Local E2 E4

Regional E3 E5

 Physical Cyber Power Quality

Event-driven scenarios

• E1: Transient power 
quality event

• E2: Local storm, 
physical damage

• E3: Regional disaster

• E4: Directed attack 
(including cyberattack) 
on power infrastructure

• E5: Disaster plus 
concurrent cyberattack
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